
When we’re online, we need to keep ourselves safe. 

Online viruses and scams mean we need to take steps to 
protect our money and personal information.

Protect our community

	y Have a password: long, strong and unique.

	y Log out or lock all devices when you aren’t  
using them.

	y Know where your phone, computer or tablet is.

	y Use two-factor authentication.

	y Keep your phone, apps and anti-virus  
software updated.

	y Share passwords.

	y Click on funny-looking links or reply to strangers.

	y Trust someone offering you a quick way to  
make money.

	y Use banking or shopping websites and apps on 
public Wi-Fi networks.

	y Download from trusted, known sources, like 
your phone’s official app store.

	y Connect to secure Wi-Fi networks.

Always

Only

Never

!

When you use the internet, make sure you…

Trust yourself
If it looks too good to be true, it 
probably is.
If it looks suspicious, it probably is.

Stay
cyber
safe


